Statement to multiple vulnerabilities in OpenSSL “SpookySSL”
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Summary.
An advisory for two high severity vulnerabilities CVE-2022-3602 and CVE-2022-3786 have been released by the OpenSSL team on 01 November 2022. Successful exploitation could allow remote code execution or denial of service attacks.

Affected Bühler Products and Remediation.
We analyzed the situation and did not find any signs that the mentioned vulnerabilities affect any Bühler product or service.

<table>
<thead>
<tr>
<th>Affected Products and Versions</th>
<th>Remediation</th>
</tr>
</thead>
<tbody>
<tr>
<td>none</td>
<td>-</td>
</tr>
</tbody>
</table>

Disclaimer.
The information herein is prepared by Bühler. Any information is subject to change without notice and should not be construed as a commitment by Bühler. This information was drafted to the best of our knowledge and with due care, but Bühler provides no warranty, express or implied, including warranties of merchantability and fitness for a particular purpose or result, and assumes no responsibility for any errors. Therefore, neither Bühler, nor any of our affiliates, directors, employees and/or suppliers will be liable for any direct, indirect, special, incidental, or consequential damages of any nature or kind arising from your use of this information, or from the use of any hardware or software described therein. This information and parts hereof must not be used for any unauthorized purpose. All rights to registrations and trademarks reside with their respective owners.